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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a conclusion update of whether Anchor EAS is used for the UE unawareness solution.
1	Introduction
Part of solution 29 and solution 30 describe the scenario of UE agnostic to changes of EAS IP address in KI#2. And there exists an ENs in conclusion part 9.2.5 that whether anchor EAS is used for the UE unawareness solution:
Editor's note: It is FFS whether Anchor EAS is used for the UE unawareness solution.
In solution 30, anchor EAS IP address are used in three conditions. 
In 6.30.2.1.1, for initial connection and business trigger, UE will discover the anchor EAS IP address for initial connection. This anchor EAS IP will not be changed in relocation situation. And for part of 6.30.2.1.2 and 6.30.2.1.3, anchor EAS IP may be seen as the source EAS for first time relocation. In 6.30.2.1.4, anchor EAS is located in central site and UE will reconnect to anchor EAS for non-EC environment.
So according to the analysis above, anchor EAS IP address is necessary. Anchor EAS IP address should be used as initial business connection and non-EC environment connection. Anchor EAS IP address can either be EAS located in central site (like the centrally deployed business nodes) or EAS IP address near the UE. But in order to deal with the situation of relocation from EC environment to Non-EC environment, it better to set central EAS IP as anchor and use 6.30.2.1.2 and 6.30.2.1.3 to relocates the edge computing business from central to local. If EAS is settled as anchor, when UE has already move out of the area, EAS is not proper to use for business. So, EAS IP address in central side is better. 
Anchor EAS IP address can be received either by local configured in UE or dynamic query by DNS. When dynamic query by DNS, it better to select central EAS IP address for anchor to deal with the situation of moving from EC environment to non-EC environment.
2	Proposal
************* Start Changes *************
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9.2	Conclusions for Key Issue #2 
9.2.5	Conclusions for Key Issue #2: Solution #29 and #30
To solve the issue of change of EAS with EAS IP address change with or without PSA change, for the UE unawareness solution, it is concluded to use solution #30 as baseline, without depending on Edge Hosting Environment to handle the runtime session context mirroring with different IP addresses and with the enhancement of EAS capability indication (i.e. supporting EAS IP address replacement) as proposed in solution #29 and #27 for normative work.
Editor's note: It is FFS whether Anchor EAS is used for the UE unawareness solution.
It is recommended to use Anchor EAS for the UE unawareness solution. Anchor EAS IP address is used for initial business connection and non-EC environment connection. In order to deal with the situation of relocation from EC environment to Non-EC environment, it better to set central AS IP address for anchor to deal with the situation of moving from EC environment to non-EC environment.
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